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E-mail Account Policy for NASA Headquarters
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1.  Scope

The Information Technology and Communications Division (ITCD) manages the e-mail services provided to NASA Headquarters employees.  An e-mail account is set up for each employee to conduct official NASA business.  When an employee retires or resigns from NASA, the e-mail account is disabled for 30 days in accordance with the check out process.  After the 30-day period, the account is permanently deleted.  However, the Executive Director, Office of Headquarters Operations or designee can authorize an extension of an e-mail account for employees retiring or resigning from NASA.
2.  E-mail Account Extension
No extension shall be made to an e-mail account without the written approval of the Executive Director, Office of Headquarters Operations or designee.  An employee may request an extension by submitting a written justification to the Executive Director, Office of Headquarters Operations or designee with a copy to the HQ Chief Information Officer.  Written justification must be supported by thorough documentation to include a specific mission-related task or a critical assignment that would warrant an extension.  

3.  Appropriate Use 

Chapter 11.3.3 of NPR 2810.1A, Security of Information Technology, May 16, 2006 requires each individual with access to a NASA IT System to sign the following appropriate use policy statement:

Unauthorized use of the computer accounts and computer resources to which I am granted access is a violation of Federal law; constitutes theft; and is punishable by law.  I understand that I am the only individual to access these accounts and will not knowingly permit access by others without written approval.  I understand that my misuse of assigned accounts and my accessing others’ accounts without authorization is not allowed.  I understand that this/these system(s) and resources are subject to monitoring and recording and I will have no expectation of privacy in my use of and content on these systems and the computer equipment.  I further understand that failure to abide by these provisions may constitute grounds for termination of access privileges, administrative action, and/or civil or criminal prosecution.
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