
LEXAR 1GB JumpDrive Secure II 

Windows Operating Instructions 
NOTE: Prior to starting any of the following procedures, insert the JumpDrive into 
any available USB port. 

Installation Instructions 
To install Secure II software: 

1. Double-click the “My Computer” icon. 
2. Double-click the “LEXAR Removable Disk”. 

 

3. Double-click the “Secure II” Folder. 

 

 

 



4. Double-click the “Windows” Folder. 

 

5. Double-click the “SecureII.exe” file. 

 

6. The “Secure II Welcome” screen will display, click “Continue”.  

 



7. Installation is complete when the Dashboard is displayed. 

 

 
NOTE: If at anytime you should require help, please select the help button and an interactive 

help window will guide you through the selected procedure. 



Transfer Files to JumpDrive 
To transfer files: 

1. Browse for the file to be copied to the Jump Drive. 
2. Double-click on the “LEXAR Removable Disk” icon to open it. 
3. Drag the file(s) to be encrypted into the “LEXAR Removable Disk” Window. 

 

NOTE: You may also Open, Save or Save As to work with files on the JumpDrive. 

Encrypting Files 
You can encrypt files on your computer and on the Jump Drive. Using encryption, you 
can protect your files so that unauthorized users can't read or access them. Secure II 
provides AES 256-bit encryption, the highest recommended government standard for 
encrypting.  

To encrypt files: 

1. On the Lexar Jump Drive Dashboard, click “File Encryption”. 

 

 



2. Click on the “Encrypt Files” tab

 

3. There are two methods of adding files for encryption; Drag the file(s) to be 
encrypted into the list or click “A

. 

dd…”  Note: If “Add…” is selected the 
“Add Files to Encrypt” Window will open.  Select the file and then click 
“Open”. 

 



4. Click “Encrypt…” 

 

5. When prompted, enter a password; the “Strength Meter” is a security gauge 
to show if the chosen password is strong or weak.  Note: A hint can be entered 
in the “Password Hint” field.  If you encrypt multiple files at the same time, 
Secure II uses the same password to encrypt all files. 

6. Click “OK”. 

 

7. Click “OK” when the encryption is completed. 

 

Note: Passwords need to be at least 8 characters long and you are responsible for remembering 
your own password. There is no password reset service available for this device. 



Decrypting Files 
To decrypt files: 

1. From the LEXAR JumpDrive Dashboard, click “File Encryption”. 

 

2. Click on the “Decrypt Files” tab. 

3.
4.
5. When prompted, enter the password and click “OK”. 

 

 

 Drag the file(s) to be decrypted into the list or click “Add”. 
 Click “Decrypt…”  



6. Click on OK when the decryption is completed. 

 

NOTE: sword hint for the first file in 
the list appears. Files in th er password will not be 
decrypted. 

 If you decrypt multiple files at the same time, the pas
e list that are encrypted with anoth



Other Functionality 
These operating instructions are intended to be a quick guide to get you started with 
Encrypting and Decrypting files.  Other features listed below are available.  You may use 
the Help feature with interactive instructions and information to help you operate these 
other features.  Should you need any additional assistance, please feel free to call HELP 
(4357) and a member of our team will assist you. 
 
Other Functions: 
 

1. Dashboard Tour 
2. Managing Vaults 
3. Shredding 
4. Customizing Secure II 
5. Trouble Shooting 
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