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If you use "dial-up" to connect to an Internet Service Provider (ISP), you must use the NASA HQ Dial-in service to connect to the NASA HQ Domain Name Servers (DNS) which are behind the NASA HQ firewall.  The following provides instructions for Windows XP computers. 
To obtain the phone numbers for dialing in to the HQ network, call the IT Help Desk at 358-HELP (4357) or 1-866-4NASAHQ (462-7247).  
 

Once connected to the HQ network, you will be able to access e-mail and Internet services.  Should you encounter problems or need assistance, contact the IT Help Desk.
Connecting to the NASA HQ Dial-In Network
1. In the “Dial” field, enter the number that has been provided.

2. Enter your username in the appropriate field.

3. Enter your SecurID PIN + the 6-digit number on the token in the “Password” field.

4. Click “Dial.”
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5. The computer begins the connection process.
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6. After a connection has been established, a terminal window will display.  Enter your username after the “User name:” prompt.
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7. Click “Done.”
8. The “Connecting Local HQ Dial-in…” window will display.  Once the username and password are verified, you will be connected to NASA HQ.
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Disconnecting from the NASA HQ Dial-In Network
1. Locate the Windows Tray on your screen (usually in the bottom right corner of your task bar).
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2. Right-click the “Dial-Up Status Monitor” icon (which looks like two computers).
3. Select “Disconnect.”
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