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1. INTRODUCTION

This document is the Configuration Management Plan (CMP) for the Information Technology Systems, Engineering and Management (ISEM) Support Services Task Order.  This plan is in compliance with contract number W-19800.  It is a contractual document prepared in accordance with the item description in Section C, ISEM Statement of Work (SOW), Paragraph 1.3.1.  It presents a methodology by which ISEM software, hardware, and documentation baselines are established and updated as the system and/or ISEM deliverables are developed, implemented, deployed, and maintained. It contains the SOW-required information on how Configuration Management (CM) will be established and implemented; the process of identifying and documenting CM items; the change management process; a process for baseline audits; and the process of software release management.

Configuration management applied over the life cycle of a product provides visibility and control of its functional performance and attributes.  A primary objective of CM is to assure that a product performs as intended and that its configuration is adequately identified and documented to a level of detail sufficient to repeatedly produce the product and meet anticipated needs for operation, quality management, maintenance, repair, replacement, and disposal.  

1.1 Purpose

The CMP has been prepared in compliance with section 1.3.1 of the ISEM SOW.  The purpose of this plan is to establish the overall framework under which all ISEM CM activities will proceed.

1.2 Scope

This plan describes how the CM elements of identification, control, status accounting, and audit are applied to develop and maintain ISEM configurations throughout the duration of the contract.  Implementation of the CM Plan will ensure:

a. Configuration identification, consisting of developed and released specifications, drawings, documents, and interface agreement documents, providing visibility of different configurations as they are developed and evolve.

b. Coordination, review, and approval is afforded all changes to the contractually authorized as well as the released configuration.

c. Records are maintained showing status of change processing and incorporation.

d. Configuration audits are conducted and results documented.

e. Configuration management requirements flow to affected subcontractors and suppliers.

f. Required design interfaces are defined and changes thereto are systematically reviewed and controlled.

2.0 Organization

The Configuration Management group is the responsibility of the CM Manager. The CM Manager reports to the Systems Assurance Department Manager.  The CM Manager has a staff of management analysts and CM specialists who are responsible for executing CM processes and procedures and facilitating CM implementation across the task order.  CM personnel administer the CM repository, the Project Version Control System (PVCS), and assist all ISEM personnel in their CM functions within the various departments.  In addition, the CM group provides the CCB Secretariat to support Change Control Board functions.  The CCB support functions are defined in SOW paragraph 1.3.   

As the CM process owner, the CM group defines and prescribes the necessary programmatic CM policies that must be adhered to.  Quality Assurance (QA) is included in the CM process to ensure that the CM policies and procedures are adhered to throughout the program. 

2.1 Roles and Responsibilities

The following organizations combine to form the basis of authority and responsibility for the SAIC ISEM task order.

A. Program Manager

The ISEM program manager is responsible for managing the ISEM program.  The program manager establishes an environment where emphasis is placed on understanding customer needs and requirements and where significant authority, accountability, and decision making are delegated to the program staff.  The delegation starts with the Program Management Plan and is further delineated to other program plans and instructions.  The program manager selects the managers who are responsible for the planning and subsequent execution of the program.

B. Systems Assurance Manager

The Systems Assurance Manager has overall responsibility for managing the program’s configuration management organization and process.  The responsibility for daily CM management is delegated to the CM Manager.

C. Configuration Management Manager

The SAIC CM Manager reports to the Systems Assurance Manager and is responsible for fulfilling the contract requirements for technical data management, configuration identification, configuration control, status accounting, audits, CCB support, and support to program management on a daily basis and assuring that all ISEM CM requirements are met within quality, schedule, and cost parameters.  The CM organization is responsible for the preparation and maintenance of ISEM-unique instructions and documents that specify program CM requirements within and across the task order.  

2.2 Configuration Management Process

CM is a responsibility of every department.  Each departmental organization and group must ensure that program deliverable items are produced by a repeatable process that meets performance and configuration definition requirements.  CM process ownership resides in the CM organization.  Administration of the CM process, to include CM planning, direction, guidance, product support, and maintenance of the program’s CM repository is performed by the CM organization. CM instructions and documents that implement program CM requirements are developed as necessary within the departments and groups.  Program CM concurrence must be obtained for these items to ensure compliance with the CMP.

The core processes involved with configuration management are: 

· Planning. Planning and defining the scope, objectives, policies, procedures, organizational, and technical context for configuration management on the program. 

· Identification. Selecting and identifying the configuration structures for all the infrastructure's configuration items, the designated "owners," the interrelationships, and configuration documentation. This includes allocating identifiers for configuration items and their versions. 

· Control.  This ensures that authorized, identifiable configuration items are accepted and recorded from receipt to disposal. It ensures that no configuration item is added, modified, replaced, or removed without proper approval. 

· Status accounting. This encompasses reporting of all current and historical data concerned with each configuration item throughout its life cycle. It enables change to configuration items, and makes their records traceable.  In addition, it tracks statuses through such states as SRRT, PDR, CDR, development, test, ORR and deployment to track the satisfaction of contract deliverables and associated metrics. 

· Configuration verification and audit. A series of reviews and audits that verify the physical existence of configuration items and check that they are correctly recorded in the configuration management system.
2.3 Configuration Management Responsibilities

The responsibility of the CM organization in support of program management is to implement and monitor CM practices on ISEM.  To accomplish this, CM ensures that the following tasks are performed, as required, within each team:

a. Change preparation and coordination.

b. Waiver and deviation preparation.

c. Technical review and configuration audit support.

d. Specification maintenance.

e. Engineering drawing non-technical review support.

CM is also an active participant in the Change Control Board (CCB).

2.4 Interface with Code CI

CM’s main interaction with NASA Headquarters Information Technology and Communications Division (Code CI) involves support for the Change Control Board (CCB), which reviews and approves changes to ISEM projects, products, and services.

SAIC-ISEM recognizes that customer satisfaction can be attained only through continual, extensive interaction with the customer.  Therefore, ISEM’s approach is to build a mutually supportive relationship with Code CI based on shared goals and objectives.  To be successful, this relationship requires frequent, frank, and open communication between Code CI managers and the SAIC team.  This supportive relationship is accomplished through an organizational structure with built-in interfaces between the SAIC program manager and staff and the Code CI counterparts.  

3.0 Establishment of Configuration Management 

The core components in the establishment of configuration management are: 

· Configuration items (CIs). Key IT components or assets. The information captured and tracked will depend upon the specific CI, but often include a description of the CI, the version, constituent components, relationships to other CIs, location/assignment, and current status. CIs include hardware, system software, application software, and documentation. 

· Configuration management database (CMDB). The primary logical data repository for CI information on the ISEM program will be the PVCS system. 
· Configuration manager. The configuration manager owns all configuration management processes.
3.1 Transition from IR&MS

At the commencement of the ISEM task order on 30 May 2000, all existing IR&MS CM procedures that were applicable to the ISEM task order were continued to promote continuity and stability during the ISEM startup period.  While organizations and responsibilities were changed to reflect implementation of the SAIC ISEM proposal, the appropriate CM processes were continued without interruption to facilitate a smooth transition and continuation of work that had begun under the IR&MS contract.  Within the ISEM scope of work as defined by the SOW, all baselines were transitioned and CM processes were maintained so that tracking and control continued uninterrupted by the IR&MS to ISEM transition.  The implementation of new tools, such as PVCS, is planned for implementation during the first few months of the ISEM program, but provision of products and services to the customer will appear to be unaffected by the changeover from current tools to the new support systems. 

3.2 ISEM Enhancements 

The following specific changes are being implemented by the ISEM team: 

· The PVCS software program will be implemented to track and control program SOW and service request deliverables.  This provides rigorous, formal configuration management for client/server and web-based software as well as deliverable documentation.

· Compliance with NPG 2800 on approval and tracking of web page and web site configuration changes will be achieved through SAIC-developed Web CM tools.

· Readily retrievable archives of CM-controlled items.

· The new Systems Assurance organization releases deliverables and ensures entry into CM tools (PVCS).

· Acceptance sheets are provided for deliverables for customer review and approval to preclude misunderstandings on what is being delivered, what was concurred with, and the date upon which the deliverable was provided.

· The ISEM Catalog of Supported Applications will be provided directly from PVCS.

3.3 Baselines

Baselines are established under ISEM for all ISEM-developed applications, COTS products in use on ISEM-administered servers and workstations, GOTS-provided applications, and ISEM infrastructure systems. Changes to the baselines for all CCB-controlled items will be coordinated with and approved by the CCB through the current CCB process. 

3.4 Baselining Process

Baselines are established through the Change Control Board process.  As Service Requests (SR) have been approved for development and deployment, the baseline configurations of the requested hardware, software, and systems have been established and approved by the CCB in accordance with its standard process.  These baselines are captured as an integral part of the CCB-required documentation. CCB minutes reflect Board actions that approve the baseline configurations for development and deployment.  As part of the ISEM process, all CCB presentations are placed under CM and are archived for reference purposes after the SR has been completed. 

Baselines have also been established within the ISEM Task Order as part of the contractual deliverables.  Plans and other documentation required by the SOW are placed in the CM system for document control, reference, and archiving.  

3.4.1  Software Development

Baselines for application development will be established incrementally as authorization for application development activity is received.  Contract award established a defined set of ISEM baselines.  Product baselines for the COTS hardware and COTS software in use at contract commencement were established as the effective ISEM baseline as the hardware and software were transitioned from IR&MS to ISEM.  Development of application functionality will be evolutionary and the baselines defining this effort will be established as requirements are identified and put on contract through the task order process. 

3.4.2  Operations

Operations has responsibility for the baselining of NASA HQ server hardware and software configurations and ISEM workstation/development environment hardware and software configurations.  Servers that will be the CM responsibility of ISEM include production and developmental servers. Production server baselines are established through the CCB process.  Development server configurations are established based on the requirements of the developers and are not strictly CCB-controlled because of their Research and development requirements.  Workstations in the ISEM environment are used for administrative, engineering, and software development support.  Each type of workstation has a baseline established for hardware and software.

3.4.3 Systems Engineering

Baselines are established through the CCB and approved change packages for the network, including hardware, software, and associated documentation. Hardware includes both network equipment and servers maintained and administered by ISEM.  Software includes network, server, and security software for which ISEM has responsibility.  The firewall configuration and rule sets are also controlled by CCB processes for baseline configuration.

4.0 Implementation of Configuration Management

4.1 Service Management

Configuration management starts with the approval of a valid ISEM Service Request at the SR Review.  As the SR is approved for assignment to ISEM personnel, all Class 1 SR’s trigger the CM process because Class 1 SR’s either establish new baselines or change existing baseline configurations of hardware, software, systems, or documentation.  Therefore, service management personnel coordinate with CM specialists to assure compliance with CCB processes for approval of SR work from requirements gathering to work completion.

The ISEM Work Management System (IWMS) is the initial repository for the SR artifacts as they are created and approved.  The SR Review Team (SRRT) presentation to the CCB assures that the requirement is appropriate, the work is funded from the proper sources, and the requirement complies with policies and management direction at HQ.  The SRRT reviews and approves the requirements, the SOW, the technical and work management approach, the estimates of resources, the proposed schedule, and approaches to contingency factors before allowing work to commence on the project.  IWMS holds the SRRT presentation for review until at least 30 days after the project is completed. As the SR proceeds, technical presentations associated with the SR are captured for the System Requirements Review (SRR), Preliminary and Critical Design Reviews (PDR’s and CDR’s) as well as the final Approval to Deploy, the Operational Readiness Review (ORR). Each step is approved through CCB process to assure control of configuration- managed items.  As each step is completed, the SR artifacts are uploaded to IWMS and kept until completion before being forwarded to the final CM repository, the PVCS system. To assure document control, a copy of each approved CCB presentation is also kept in PVCS by CM, even though IWMS is considered the main CM repository for CCB presentations during the project’s development.

Service Management personnel serve as the project managers and own the majority of SR’s from start to finish with the primary exception being infrastructure change SR’s which are assigned to the Systems Engineering group.  The SR owners monitor SR progress and assure that CM procedures are being followed for their projects.    Project plans formulated by the ISEM Code Project Managers (ICPM’s) and other assigned project managers are a part of the CCB presentations and their plans may include MS Project schedules as required by the complexity and scope of the project.  SR owners coordinate with CM for final transfer of all SR artifacts to the CM/PVCS repository at the completion of each SR.  Much of the transfer process from IWMS to PVCS is automated to facilitate the CM process.

Project milestones are tracked to assure compliance with ISEM’s performance-based contract.  Schedule adherence is tracked and status accounting is done for every project.  PVCS implementation will facilitate the status accounting process. 

4.2 Software Development

Software Development follows the SR and CCB processes as previously described under Service Management.  In addition, the CM/PVCS repository is the key facilitator of CM during the software development phase of an application.  PVCS is used to assure that source code and associated documentation are under strict CM control.  Source code is checked in and checked out as required to assure version control and repeatability.  Developers are required to check out source code to make changes and then report the exact nature of the changes as they check the code back into PVCS at completion of their work.  Code that has not been properly obtained from PVCS cannot be checked in, so developers know that the check-in and check-out processes facilitate their work through version control and process documentation that assures them of proper CM throughout the development and testing of their applications.  

PVCS software facilitates and controls the CM process and assures that both planned development and emergency fixes can be accommodated in the system.  If development is continuing while a current version needs a fix, PVCS facilitates getting the right code for the fix project while allowing the development process on the later version to continue uninterrupted.  Then, the process of incorporating fixes on previous versions into the development process for the new version is also facilitated and tracked.  In this manner, CM is maintained in multiple versions and releases which control is never sacrificed.  Documentation of the activity on each file is maintained to assure a full audit trail throughout development and changes.

Associated software documentation is also maintained in PVCS for ISEM-developed applications.  User’s guides, installation instructions, test data, and other associated project data is maintained in the application’s directory under PVCS.  A full check-in and check-out procedure is implemented to assure CM control and proper documentation for initial document creation and subsequent change tracking.    

4.2.1  Custom Applications and COTS Library

The software library maintains control of the physical media and documentation for SAIC-developed applications.  The physical media such as disks, tapes, and CD’s are filed with the software librarian who maintains a database of all software and associated documentation.  As items are checked out and returned by developers and ISEM staff, that activity is tracked to assure that library items are returned in a timely manner and that accountability is maintained. 

New software is received into the software library, entered into the library database, and made available for use.  The librarian also checks on updates for software and assures licenses are available as needed for COTS products.  Vendor notifications of new releases and version changes are tracked by the software library.

4.2.2  Development Tools

CM is applied to the COTS tool set used by ISEM software developers.  Each COTS tool is baselined and tracked through CM to assure version control and consistency of use.  As new COTS tools are developed and procured for use, licensing and installation are tracked through the Operations Department in cooperation with CM.  As version changes are required, the products are brought under CM and updated on the baseline with appropriate management review and approval.  

4.2.3  Web Development CM

Software developers creating and changing web applications, web pages, and websites are also using CM processes.  Tools and processes supporting the overall Web CM process are under development.  An effort is underway to develop an automated solution to meet web CM requirements to the fullest extent possible without interruption of the current updating process.  The process in development will capture changes to all NASA web pages and sites including site and page additions, changes, and deletions; specifics about change timing, authorization, and approval; and plans include some limited archiving activity to document the appearance and content of the web pages before and after changes are processed.  This section of the CM Plan will be updated when web page cm is finalized.   

The web development process follows a less formal process for routine updates of existing websites.  No formal action of the CCB is required to approve daily or routine updates.  The authorization and approval of web site changes and updates is the responsibility of the designated NASA employee who functions as the curator of the page(s).  No changes are made to production web pages by ISEM personnel until the changes are approved by the appropriate, designated NASA curator. 

New web development projects follow the CCB process just as other software development projects do.  The SR requesting the web development project proceeds through SRRT to ORR with the same types of approvals as required for other projects.

4.3 Operations

Operations Department implements standard ISEM CM practices for server hardware and software, workstation hardware and software, COTS and GOTS software, and documentation.  CM-controlled items are processed through the CCB for establishment of baselines and changes to existing baselines as required for the specific item.

ISEM has internal processes that are used to control SAIC-furnished, non-NASA equipment and systems that support ISEM-related activities.  The goal is to use the same care and approach to CM for such equipment and software to accomplish the same control as is maintained by the CCB.  SAIC-ISEM program management will determine these baselines.

4.4 Systems Engineering

Configuration Management is implemented in Systems Engineering to control network hardware, software, and systems.  Configurations under control include firewall hardware and software as well as network monitoring systems.  Detailed network maps and diagrams will be produced and maintained from relevant information stored in a network systems engineering database.  Changes to engineering items under CM are approved by the CCB. 
4.5 Business Management (Contracts & Program Documentation)

ISEM has numerous contract deliverables specified in the SOW that are controlled through the CM process.  As each document is approved by ISEM management and delivered in accordance with approved procedures, the PVCS repository will be used to host that document for future reference.  Any changes to the documents will be made to the master document held in the designated PVCS directory.  Plans, metrics, In Depth presentations, self-evaluations, and other such deliverables will each be controlled and tracked through CM processes to assure version control and appropriate change management.   The process will assure that the same version of the document that was officially furnished through the ISEM Contracts office is the same version that is placed in PVCS.  Documents will be available from the CM organization upon request.

5.0 Identification and Documentation of Configuration Managed Items

Configuration management items (CI’s) will be identified and tracked as required to meet requirements. Configuration items include hardware, software, and network components among other items.

· Hardware CI’s:  Hardware CIs contain descriptions of the hardware components that make up the identified items. An example of a hardware CI in an ISEM environment is a server and would include such information as the server id, date purchased, version, BIOS, model, firmware, and serial number. 

· Software CI’s:  ISEM Software CIs document the inventory (list of files and versions) and specific build scripts, installation scripts, and settings such as .ini files, registry settings, or miscellaneous configuration files. For example, for server system software, the CI might include the software CI id, software type, application name, date installed, version, service pack, and hot fix.

· Network CI’s:  ISEM’s Network CIs include network devices required in this environment. CI’s would include the hardware specification and inventory of items included within it, such as the specific interface cards. The CI would also include all of the build and configuration scripts. 

Documentation of the CI’s will be accomplished in PVCS Version Manager for custom applications software, documentation, and COTS products. Hardware items and engineering components will be tracked in designated systems engineering databases.

5.1 Service Management

As the project management organization in ISEM, Service Management has responsibility for following the CM process on all SR-related artifacts.  This includes, but is not limited to project plans, CCB presentations, requirements documents, test plans, approval documents, users lists, and all supporting documentation which is associated with ISEM projects, products and services.

Each identified item will be forwarded to Systems Assurance for entry into and retention in the CM repository, PVCS.

Contract deliverables identified for Service Management that will be under CM include:

· Service Management Plan


· Service Request Processing Document
 


· User Services Metrics


· Customer Satisfaction Survey Report


· Corrective Actions Report

· Task Order Response(s)

5.2 Software Development

Software Development items that have been identified and documented include applications source code, associated documentation (guides, instructions, user manuals, etc.), and development-related documents such as test scripts and test results.  PVCS will be structured to accept all such files and subject them to a disciplined process for access and change control.  The system will control and facilitate work in an efficient, cost-effective manner.

Contract Deliverables for Software Development that will be under CM include: 

· Catalog of Supported Applications

· Graphic Applications Depiction Document

· Application Review Package

· Software Management Guide

· Logical and Physical Data Base Designs

· Application Code





· User and Operations Guide



· Training Materials





· Application Metrics Reports


· Application Requirements Report


· Application Design Specification


· Software Version Description Document


· Security Certification Report


· Application Implementation Plan


· Test Plan and Procedures Document


· Monthly TRR/ORR Problem Report

· Interface Control Documents

5.3 Operations

Items under CM in Operations include servers and infrastructure equipment and systems, desktop workstation software and hardware, processes and procedures, and documentation such as VDD’s on the servers.  Documentation of the configurations associated with the operations equipment and systems is maintained by the Operations staff.  Current versions of technical processes and procedures will also be under configuration management to assure accuracy and currency of technical documents required to support ISEM operations.

Contract deliverables placed under CM control by Operations include:

· ViTS Cost Analysis Report

· ViTS Customer Satisfaction Survey Report

· Pager and Cellular Telephone Issuance and Control Report

· Telecommunications Billing Reconciliation Report 

· System Availability Report


· Job Output Processing Ratio Report


· Problem Management Report


· Disaster Recovery Plan


· Capacity Planning Report


· NHCC System Assessment Report


· System Performance Metrics Report


· Equipment Upgrade Support Report

· Audio Visual Support Guidelines 



· Equipment Maintenance, Logistics and Relocation Metrics

· ISEM Maintenance Plan




· Spare Parts Inventory




· Property Management Report



· HISS Maintenance Report




· Hardware Maintenance Service Report


· Equipment Excess Report

· Logistics and Property Management Plan

5.4 Systems Engineering

Systems Engineering has identified network and infrastructure equipment and systems that require configuration management.  These items include network hardware and software, relevant administration procedures and technical documentation (including procedures and processes), servers and their hardware and software configurations, the firewall and its rule set, and security configurations.  Network maps and diagrams will reflect the approved configurations and will be updated as required.  Tracking of CM items in systems engineering will be facilitated with a network CM database which will capture and track all items under CM that are the responsibility of the Systems Engineering group. 

Contract deliverables that are and will be under CM for Systems Engineering include:

· Suspicious Activity Reporting

· Technology Assessment Reporting


· System Engineering Performance Metrics

· Project Schedule Adherence Report


· Project Requirements Conformance Report

· SEF Test Results Report 

5.5 Program Management

Program and contract deliverables include plans and reports specified by the ISEM SOW.  Each document specified in the SOW will be placed under CM in its delivered form to assure that all subsequent changes are tracked and approved as required to insure data integrity.

Program Management, Business Management, and Systems Assurance contract deliverables including, but not limited to the following will be placed under CM control:

· Information Technology Management Plan


· Problem Alerts


· Program Management Report and Reviews

· Configuration Management (CM) Plan


· Safety, Reliability and Quality Assurance Plan (3)

· Change Control Board (CCB) minutes


· Studies, analyses, assessments, recommendations and reviews
· Strategic, Tactical, & Operational Plan Analysis

· Penetration Test Results


· Incident Reports


· Network Monitoring Plan


· IT Security Awareness Training Materials

· Systems Audit Schedule


· System Audit Report


· Support Systems Security Plans


· NASA HQ Security Plan


· HQ Critical Infrastructure Protection Plan

· Security Management Plan


6.0 Change Control

6.1 CCB Process Support

All changes are approved by the appropriate change control authority to assure compliance with policies and requirements.  The Code CI Change Control Board meets weekly to review and approve establishment of and changes to approved baselines.  All proposed actions which would change an approved baseline must be approved by the CCB either at a board meeting or in the approved “out-of-board” process in time-critical situations.

CCB support is provided by the ISEM contract.  The CCB Secretariat is a member of the ISEM CM team who provides direct support for the CCB process.  The Secretary approves the agenda and facilitates the meeting for the CCB Chair, who presides over the board’s actions.  During the meeting, the secretary takes the minutes and provides those minutes to the CCB within 24 hours of the meeting.  CCB minutes are retained to allow reference to the board’s actions as needed. Minutes include action items assigned as a result of proposed or approved changes presented to the Board.  The Secretary tracks action items to assure proper follow-up and closure on schedule.   

6.2 Internal Configuration Management Items 

There is a limited amount of SAIC / ISEM hardware and software used by ISEM personnel that is not subject to NASA control.  However, ISEM CM uses the same guidelines, processes, and procedures to provide CM for non-NASA equipment and systems.  Applying the same procedures and processes assures a consistent level of CM for all assets across the program. Where CCB approval would have been required for NASA-controlled assets, internal ISEM management approvals are required for ISEM-controlled SAIC items.

7.0 Baseline Audits

The establishment of hardware, software, system, and documentation baselines is essential to maintaining configuration control and to institute solid CM practices.

ISEM hardware and software baselines are established to standardize development and production configurations while documentation baselines are established to maintain configuration control of ISEM deliverables.  Baseline audits will be conducted periodically to assure continued compliance where baselines are maintained.  Baseline audits will be independently conducted by personnel from the QA organization.  Results will be documented along with any required corrective actions. 

7. 1 Hardware and Software

The SAIC-ISEM program will continually establish and update hardware and software baselines in coordination with all ISEM organizations to ensure that departmental needs are satisfied.  This coordination will ensure that developers and support personnel are equipped with the tools necessary to support NASA HQ.  Specialized equipment/software required by individuals or organizations will be standardized by the department with the unique requirement.  Configuration Management will work closely with ISEM Software Development, Operations, and Systems Engineering to maintain hardware and software configuration control within the development and production environment.  

To ensure that hardware and software baselines are maintained, an audit of the ISEM environment will be performed once every 6 months.  This audit will be performed through a manual process but may be automated in the future.  The audit will assure that proper CI information is being captured and maintained in the CM repository.  Deficiencies will be recorded and reported to management to assure that any necessary corrective actions are accomplished in a timely manner and that processes are improved as required to assure a quality CM program.  

7.2 Documentation

Documentation baselines will be established for all ISEM task order deliverables and software development data.  When all ISEM deliverables are sent to NASA under a contract letter, the deliverable is placed under configuration control in the CM repository, PVCS.  The CM system maintains the document baseline under version control.  This is also true for all software development documents that are produced in support of a custom software application; to include: requirements analysis, critical design review, test plans/results, deployment plans, version description documents, etc.  When changes occur and ISEM documents are updated, PVCS will save the documents as a new version to maintain clear document version control.  

Contractually-required deliverables mentioned in the SOW are maintained under version control or archived as required to maintain configuration control. Items such as monthly reports are archived for future reference, while plans are version controlled so that required future updates will be based on the approved original document.  All such documents will be maintained with accessibility being provided on short notice as required for customer or internal needs.  At periodic intervals, baselined documents will be audited to assure that proper version control is being maintained.  Results will be documented and reported as necessary to assure proper CM control and improvement or maintenance of associated processes.

8.0 Software Release Management

Software release management is a vital component to the Configuration Management process.  The software management function of CM tracks and coordinates the receipt of new software and software licenses and the release of both Commercial-Off-the-Shelf (COTS) software and Custom Applications.

8.1 Commercial-Off-the-Shelf Software

Commercial-Off-the-Shelf (COTS) software is of two types on the ISEM program. One is the standard desktop load of administrative, office productivity, and communications COTS for word processing and other such applications.  For use in software development, specific application development COTS software is procured, utilized, and managed as a tool for the SAIC-ISEM development staff.  Neither of these COTS are licensed for or used by NASA HQ personnel, since COTS software used at NASA HQ is provided by the Outsourcing Desktop Initiative for NASA (ODIN) vendor. 

Desktop COTS and development COTS tools used by ISEM staff personnel are tracked through a Software Library Database.  This database is one of the ancillary databases in the CM tool set.  The Software Library personnel use this tracking system to check-in software and software licenses as they are received following a procurement or COTS software upgrade.  Library personnel additionally track every software package or license that is checked out to staff personnel.  This methodical process of record keeping ensures that software is kept under strict configuration control and accountability.

COTS configurations are set in accordance with current policy direction from the ISEM management to enable or disable software capabilities as required for specific tasks and responsibilities.  There is a standard configuration and modifications to it are only instituted when additional capabilities or permissions are required to accomplish assigned ISEM work.

Development tool configurations are also controlled and standardized as appropriate to the development tasks that are to be accomplished.  Where possible, standardization is achieved, but some development tasks require non-standard configurations.

8.2 Custom Applications

Custom Applications are software products that have been designed and developed and are maintained by the SAIC-ISEM team for NASA Headquarters. This software is maintained and released under strict configuration management control.  The release of custom software follows a standard established process for the product of the software development lifecycle or will follow an emergency release process in response to a software problem report. 

8.3 Standard Process

Throughout the software development lifecycle, developers provide volumes of data that is placed under configuration control.  This includes data from the initial requirements gathering and analysis activity to the completion and release of the software application to the implementing organization.  Once the software application has been approved for deployment by the NASA Change Control Board (CCB) following an Operational Readiness Review (ORR), the software is packaged and delivered to NASA for deployment.  Software Library personnel download the CCB-approved software from the PVCS system and place the software on a CD-ROM.  Library personnel prepare a transmittal form to accompany the software media (typically CD-ROM) for delivery to NASA and its ODIN contractor for implementation.  The software media is provided to the application developer and checked-out of the software library and PVCS. Such transactions are recorded in PVCS and the software library records.  The developer hand carries the software media to NASA and coordinates with the ODIN vendor to deploy the software application and retain the original media in ODIN’s software library for future use. 

8.4 Emergency Releases

Emergency releases are software releases provided in response to a Problem Report.  These releases are generally expedited to resolve software problems in an appropriately timely manner.  In this situation, an application developer will obtain the latest source code stored in PVCS from the CM group. The developer analyzes the problem and the original source code and makes appropriate software source code changes to resolve the reported problem.   This modified source code software is compiled and then tested for verification and validation of correct functionality and operational/deployment readiness. Documentation is produced (test scripts/results, modified VDD).  The deployable software and documentation are then placed under CM with a new version number.  Once entered into the PVCS system, the Software librarian will download the software to a CD and the developer will coordinate with ODIN to implement the updated software following the standard process identified above as modified to accommodate an expedited emergency release.

PAGE  

