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The SAIC IT POC’s will submit badging and screening paperwork for all new and existing SAIC contractor employees using the appropriate process shown below (Note:  new employees requiring privileged access must be identified up front):

New HQ-Badged Employees

Non-Privileged Users:

-  To Code X - Cover memo, DIV 782 (badge), NF 531 (name check)

-  To Code CI – NHQ 224 (HONURS) for standard accounts

Privileged Users:

-  To Code X - Cover memo, DIV 782 (badge), NHQ 219 (screening request)

-  To Code CI – NHQ 224 (HONURS) (Standard Access) AND NHQ 224P (Privileged Access) attached to SF85P package (must be in a sealed envelope marked with users name on outside).  Note:  224P and SF 85P MUST be submitted the same day as badging paperwork.
New Non-HQ-Badged Employees

Non-Privileged Users:

-  To Code CI - NHQ 224 (HONURS) for standard accounts

Privileged Users:

-  To Code X - NHQ 219 (screening request)

-  To Code CI - NHQ 224 (HONURS) and NHQ 224P attached to SF85P package

Current Employees

Privileged Users: 

-  To Code X – No paperwork required.

-  To Code CI – NHQ 224P (Privileged Access) attached to SF85P package.

NOTE:  The NHQ Form 224P will be designed at a later date – Until then, use existing NHQ Form 224 (Informed Filler) modifying the title to show “PRIVILEGED" request vs. “Standard” Access.  Provide detailed privileged requirements in Block 20 and attach 224P to sealed envelope containing SF 85P.
*  Requests For Standard Access:  Code CI approves NHQ 224 in HONURS, user signs and places NHQ 224 in Account Admin box.  (No further action required)
*  Requests For Privileged Access:  Code CI confirms with NASA HQ IT Security (Greg Kerr) that user does indeed require privileged access.  If IT Security concurs, Code CI forwards SF85P package to HQ Security Code X and adds user to the Privileged Users list.  Code CI holds NHQ 224P until Code X grants "interim access."

*  Interim Access:  Code X notifies Code CI when "interim access" has been granted (approximately 10 days after fingerprinting has been completed).  Code CI notes the interim access approval date on the NHQ 224P, signs, and places in the Account Admin box.  Code CI updates the Privileged Users list and notifies the appropriate COTR, IT POC, User, and IT Security.  Code IT POC notifies appropriate contractor personnel.

*  Final Determination:  Code X notifies Code CI when a "final determination" has been made (approximately 80 days).  Code CI updates the Privileged Users list and notifies the appropriate COTR, IT POC, User, and IT Security.  Code IT POC notifies appropriate contractor personnel.

*  Departures:  ODIN Account Administrator notifies COTR/Code CI when users leave.  Code CI updates Privileged Users list when necessary.

