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	Assessment Purpose
	|_| Initial assessment
	|_| Update to previous assessment

	Assessment Type
	|_| Facility
	|_| System
	|_| Contract
	|_| Program
	|_| Project
	|_| Other

	Description
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	CSCI/ CSC/ Application Identity
	Software Classifi-cation
	Safety Critical?
(Litmus Test)
	Software Control Risk Level
	Likelihood of Occurrence
	Software Prioritization Risk Level 

	     
	Sw Class?
	Safety Critical?
	
	
	Risk Level?

	     
	                
	
	                 
	
	               

	     
	                
	
	                 
	
	               

	     
	                 
	
	                 
	
	               

	     
	                 
	
	                 
	
	               

	     
	                 
	
	                 
	
	               

	     
	                 
	
	                 
	
	               

	     
	                 
	
	                 
	
	               



	Impact To Existing requirements

	|_| N/A (initial assessment)
	|_| No change
	|_| Update required (describe changes in comments)



	Software Assurance Effort/Priority

	|_| Full/High
	|_| Full/Medium-High
	|_| Medium/Medium
	|_| Minimal/Low
	|_| None



	Rationale and Comments:

	     


Software Safety Criticality Assessment


	Performed
	     
	
	     

	By
	Engineer (Acquirer/Provider)
	
	Date

	
	
	
	

	Approved
	     
	
	     

	By
	Provider SMA - Software Assurance
	
	Date

	
	
	
	

	Concurred
	     
	
	     

	By
	
	
	Date

	
	
	
	

	Approved
	     
	
	     

	By
	Acquirer SMA – Software Assurance
	
	Date



Directions for the Software Safety Criticality Assessment (SSCA)
Assessment Purpose – Select either initial assessment or update to previous assessment Software Classification and Software Safety Criticality are required to be completed for each list CSCI/CSC (see SSS-001, SSS-005, SSS-024)
Assessment Type – Select the applicable type
Description – Provide a title and a brief description – the title and description should be meaningful and clear
Example: Robonaut v2.3 – ISS flight software payload
For the below items, multiple CSCI/CSC can be listed. Multiple pages can be utilized. 
CSCI/CSC/ Application Identity – List name and version of the CSCI/CSC.
Software Classification – List A, B, C, D, E, F, G, or H as defined by NPR 7150.2A SWE-020, SWE-132 for each CSCI/CSC.
Software Safety Criticality – Select safety critical or Not Safety Critical; As determined by Appendix A Software Safety Litmus Test.
Software Risk Level – List Low, Marginal, Moderate, Medium, or High as defined by Part 2, Software Risk Level, of Appendix A.  Select N/A if this is the initial assessment per SSS-001.
Impact to Existing Requirements – Select applicable field.
Software Assurance Effort/Priority – Select applicable field as recommended from NASA Software Assurance Standard.
Rationale and Comments – Include rationale and comments for the classification and safety critical selection, as well as impacts to the requirements/design. An additional comment page can be attached as needed for additional documentation space.
Performed By Engineer (Acquirer/Provider) – List name/signature of preparing individual and select Acquirer or Provider. If this SSCA is performed by the Acquirer (per SSS-001), then the Provider SMA signature is not applicable.
Approved By Provider SMA – Software Assurance – List name/signature of Provider SMA (per SSS-005). If this SSCA is performed by the Acquirer (per SSS-001), then the Provider SMA signature is not applicable; an N/A should be entered here.
Concurred By – List name/signature of optional additional signature. Examples can include : Provider Manager, Software Lead, Board Representative.
Approved By Acquirer SMA – Software Assurance – List name/signature of Acquirer SMA (per SSS-001, SSS-006).
 


