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Technical Requirements for

Accessing HQ IT Systems and Services Remotely 
August 2012

The following is a list of requirements for remotely accessing NASA Headquarters IT systems and services. These requirements may be different depending on whether you connect remotely using SNA or VPN.
	Requirement
	SNA
	VPN

	High-speed internet access from a third-party Internet service provider (e.g. Verizon FIOS, Comcast, Cox Communications, etc.)
	(
	(

	A current, valid SecurID Token
	(
	(

	Your username (e.g., jdoe)
	(
	(

	Your eight-digit alpha-numeric SecurID PIN
	(
	(

	Login credentials for accessing your emailing and calendaring
	(
	(

	Web browser with JavaScript enabled or turned “on”
	(
	

	Web browser with cookies enabled or turned “on”
	(
	

	Login credentials for accessing your network files 
	(
	

	NASA-issued laptop with VPN software installed 
	
	(


	For assistance, contact the Enterprise Service Desk (ESD): Submit a ticket online at esd.nasa.gov; send an e-mail to nasa-esd@mail.nasa.gov; or call 358-HELP (4357) or 1-866-4NASAHQ (462-7247).


This document is posted on the ITCD Web site at:  
http://itcd.hq.nasa.gov/instructions.html
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