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	To:
	All NASA HQ Personnel

	Subject:
	Expedited Adobe Flash Player Security Update
User Action is Required!

	What’s Happening:
	[bookmark: _GoBack]On February 14, Adobe identified another high-risk security vulnerability that affects Adobe Flash Player. An expedited Adobe Flash Player update was released to ACES computers on February 15, 2013.
Adobe Flash Player will be updated to version 11.6.602.168 on computers running Windows XP, Windows 7 and  11.6.602.167 on computers running Mac OSX 10.6/10.7. 
You will receive an update prompt to allow the security update to install.  You must allow the update to install to avoid potential security vulnerabilities.  

	[bookmark: Schedule]Action Required:
	When the update is ready to install, a window will appear prompting you to close your Web browser(s).  Immediate action should be taken to close your browser(s) and allow the installation to proceed by clicking “OK” or “Continue.”

	[bookmark: entrust]Additional Information:
	ACES computers must be connected to the network to receive updates. Client Automation Enterprise (CAE) automatically checks for updates once per day between 9 a.m. and 4:30 p.m. local time. Instructions to perform a manual CAE connection are available in the HPCA/CAE User Guide.
A complete list of patches deployed to ACES computers is available on the ACES Website.

	Support:
	Enterprise Service Desk (ESD):  
· Web Site (submit a ticket online): https://esd.nasa.gov
· Phone: 358-HELP (4357) or 1-866-4NASAHQ (462-7247)

	[bookmark: action]This notice was sent by the HQ Information Technology & Communications Division (ITCD).
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