A high-risk security vulnerability has been identified that affects Adobe Flash Player.  An update is being released today, April 23.  All users are requested to install the Adobe Flash Player security update immediately upon receipt of the prompt.  See below for details.
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	To:
	NASA ACES FYI Distribution List

	Subject:
	[bookmark: _GoBack]Expedited Adobe Flash Player Security Update

	What is Happening:
	A high-risk security vulnerability has been identified that affects Adobe Flash Player. The following expedited Adobe Flash Player update will be released to ACES computers effective April 23, 2013.
1. Adobe Flash Player will be updated to version 11.7.700.169 on Windows and Mac computers.  
Note: When the update is ready to install, a window will appear prompting the end user to close the browser. Immediate action should be taken to close the browser for the installation to proceed. 
ACES computers must be connected to the network to receive updates. Client Automation Enterprise (CAE) automatically checks for updates once per day between 9:00 a.m. and 4:30 p.m. local time. Instructions to perform a manual CAE connection are available in the HPCA/CAE User Guide.
A complete list of patches deployed to ACES computers is available on the ACES Website.

	Contact:
	For technical assistance, all centers may contact the Enterprise Service Desk:
1. Website: https://esd.nasa.gov
1. Phone: 1-877-677-2123 (option 2) 
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