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	To:
	NASA HQ users who require FY 2013 Annual Information Security  Training
User action is required!

	Subject:
	REMINDER: FY 2013 Annual Information Security Training

	DEADLINE:
	Saturday, June 29, 2013

	What’s Happening:
	All NASA Headquarters personnel with IT access are required to complete annual Information Security Training. The required course is available in SATERN and should take approximately 1 hour to complete. For details, see steps outlined below.  
You have been identified as a user who has not yet taken the required training.
Assistance Available: You may also take your training in the User Resource Center (URC), Room CX42, between 8 a.m. and 12 p.m.  (the URC is open Monday – Friday and is closed on weekends).  Computers are available to access SATERN, and assistance is available if necessary.
	Failure to complete the training by the deadline will result in suspension of access to HQ IT resources. Unlike in previous years, no extensions will be granted.  Reactivation of access could take several days.


Some Windows users have reported problems launching the 2013 Annual Information Security Training in SATERN.  If you encounter problems, refer to the instructions below.
If you have already completed the required training, please disregard this notice.

	[bookmark: action]Action Required:
	Complete the “FY 2013 Annual Information Security Training” (Course # ITS-013-001) in SATERN by Saturday, June 29, 2013.
To complete your training from any computer with Internet access:
1. Go to SATERN at https://satern.nasa.gov. 
2. Click on the red box “Log into SATERN.”
3. An “Attention” notice appears; click “Continue.” 
4. In the "Learning Plan" box, click on “FY 2013 Annual Information Security Training” to begin the course.
Note:  If you receive a “Security Warning” prompt, click “Run” to continue.
You must go through the entire course in order to receive a certificate of completion. 
To print your certification of completion: 
1. Login to SATERN at https://satern.nasa.gov. 
2. Under the Easy Links section, click on "Learning History." You will be presented with a list of completed courses. 
3. Hover over the course name; a pop-up menu will appear. 
4. Click "Print Certificate." The certificate should be displayed in the Web Browser.  
5. Click on the PRINTER icon at the bottom of the certificate.

	[bookmark: problems]If you encounter problems with SATERN:
	If you encounter problems launching your SATERN training, the following tips may assist you:
· Pop-Up Blockers should be turned off.  SATERN courses open in a second window (a pop-up), so if your Web browser has a pop-up blocker enabled, you will not see the SATERN window within the course.  If you are uncertain how to disable the pop-up blocker in your browser, contact the Enterprise Service Desk.
· Java Software must be installed on your computer for SATERN to properly operate.  A recent Java update is causing SATERN online courses to launch incorrectly.  The following is a work-around for Windows computers:
1. Click the Start Menu icon (lower left corner of the screen)
2. In the Start Menu search box, type “internet”.  A list of results should appear above.  Click on “Internet Explorer (64-bit)” 
3. A new Web browser window will open.  If you encounter a pop-up window asking for you to verify or allow the new setting, click continue.  
4. Launch SATERN by pointing your browser to https://satern.nasa.gov. 
If you continue to have problems, contact the SATERN Help Desk at 877-NSSC-123 (877-677-2123) for support.

	Additional Learning Opportunities:
	For more in-depth information on privacy requirements, an additional, optional course, “NASA Manager’s Privacy Awareness” is also available in SATERN.

	More Information:
	Visit the IT Training and Awareness Web page for more information.

	Support:
	SATERN Help Desk:
· Phone: 877-NSSC-123 (877-677-2123)
· E-mail: NASA-satern.support@nasa.gov 

If, after completing the training, you still have questions about the NASA Information Security Program, contact Darline Brown, HQ Center Chief Information Security Officer, at (202) 358-2039.
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