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	Distribution Date:
	February 4, 2016

	To:
	All NASA HQ Personnel

	Subject:
	Loaner Pool Mobile Devices: MDM Registration Required

	Date:
	Effective Monday, February 8, 2016

	What’s Happening:
	To comply with Agency mandates, loaner pool mobile devices (e.g., smartphones, mobile phones, tablets) will now require Mobile Device Management (MDM) registration when you check-out the device.  
The HQ Loaner Pool administrator will assist with the registration.  You must have the items in the list below to successfully register the loaner device.  The loaner device will not be released to you until MDM registration is complete.

	What to Expect:
	When you pick up your loaner pool mobile device, the following items are required:
· Your NDC/Exchange credentials (username and password)
· PIV smartcard (NASA badge) and PIN
(contact the HQ badging office if you do not know your PIN)
· iPhones and iPads:  Apple ID account (without using payment)
· Androids:  Google account


	Background:
	NASA has implemented a Mobile Device Management (MDM) solution to better manage mobile devices that connect to the NASA network. MDM  improves NASA’s ability to centrally manage devices that access NASA data such as e-mail, calendaring, and contacts. MDM also provides better data protection, deployment of mobile applications, asset tracking and management, and better support of future NASA activities related to personal devices. 
The MDM solution uses MaaS360 software to enable specific security policy settings remotely on these mobile devices, helping to secure NASA data and reducing potential risks to NASA systems.
MDM is an Agency-mandated initiative.  All NASA users with ACES-managed mobile devices (including loaner devices) are required to register/enroll in MDM.

	Resources:
	HQ Loaner Pool Web page:
http://itcd.hq.nasa.gov/loaner.html 
MDM@HQ Project Web page:
http://itcd.hq.nasa.gov/MDM.html 

	Support:
	Enterprise Service Desk (ESD):  
· Web Site (submit ticket online): https://esd.nasa.gov 
· Phone: 358-HELP (4357) or 1-866-4NASAHQ (462-7247)

	This notice was sent by the HQ Information Technology & Communications Division (ITCD).
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What’s  Happening:  To comply with Agency mandates, loaner p ool mobile devices (e.g.,  smartphones, mobile phones, tablets) will now require Mobile Device  Management (MDM) registration when you  check - out the device.      The HQ Loaner Pool   administrator   will assist with the registration.  You  must have the items in the list below to successfully register the loaner  device.  The loaner device will not be released to you until MDM  registration is comp lete.  
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