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	Distribution Date:
	May 12, 2015

	To:
	All NASA HQ Personnel

	Subject:
	Mobile Device Management (MDM) Implementation

	What’s Happening:
	Today, approximately 26,800 mobile devices across the Agency connect to NASA systems to support NASA’s mission and goals. In order to better protect NASA information and assets and reduce potential risks, NASA is implementing Mobile Device Management (MDM). By applying policy settings, MDM provides for the administration of NASA’s mobile devices to allow for better data protection, deployment of mobile applications, and asset tracking and management. MDM will also help support personal device activities in the future.
MDM implementation will occur on ACES-managed iPhones, Androids and iPads first. Initial policy settings will be the same as the current ActiveSync policies applied to all NOMAD mailboxes. After completing enrollment, users will see a MaaS360 application on their mobile device, but will not experience any noticeable differences in how the device operates and no existing data on the device will be affected by the enrollment process. 
Note: Users are not permitted to enroll personal devices at this time.

	What to Expect:
	Beginning in May, new and refreshed ACES-managed iPhones, Androids and iPads will include MDM. Users receiving a refreshed device will be required to complete MDM enrollment upon receipt of the new device.  Information on how to prepare for MDM enrollment will be provided in advance.
Limited enrollment in MDM is beginning now for Center CIO organizations, and will be followed by general enrollment across the Agency in the next couple of months. The enrollment process will be performed in “waves” with specific Centers grouped together to ensure an orderly transition into the MDM environment.
Users of ACES-managed iPhones, Androids, and iPads are encouraged to be on the lookout for upcoming details about MDM and the self-enrollment process.

	Benefits:
	NASA’s implementation of MDM will later include encrypted e-mail capabilities on iPhones, Androids, and iPads and ease of access to NASA systems and applications, including password simplification. While not all of these benefits will be available immediately, they will be rolled out as phases of NASA's MDM implementation.

	Learn More:
	Visit the HQ MDM Project Web page

	Questions:
	Debrina Harrell, 202-358-0982 

	Support:
	Enterprise Service Desk (ESD):  
· Web Site (submit ticket online): https://esd.nasa.gov 
· Phone: 358-HELP (4357) or 1-866-4NASAHQ (462-7247)

	This notice was sent by the HQ Information Technology & Communications Division (ITCD).
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